
1. Download the certificate zip file: 
https://www.newbedfordschools.org/UserFiles/Servers/Server_66938/File/Departments/Techn 
ology%20Services/NBPS-RootCA-2025.zip 

 
2. Locate the downloaded Zip file, double click to unzip. 

 
 
 
 
 
 
 

3. Double click the certificate to add to System Keychain. Change Keychain from “login/Local items” 
to System if not already selected. 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

4. Select ‘System’ in the left-hand column of Keychain Access window and locate the certificate. 
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4. The certificate should now show with a red X. That means it is untrusted. To provide trust, 
double-click the nbps-dc01-ca certificate. Under "Trust", change the setting at the top 
(When using this certificate) to "Always Trust". 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

5. The red X will disappear and the certificate will show a blue and white cross icon. This means 
the certificate has been trusted for all users on the device. 

 


